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Mission: To support enterprise objectives
through the development, provision and
promotion of research, standards,

competencies and practic the effective
governance, control urance of
Information, system hnology.
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ISACA Facts

ded in 1969, as the
P Auditors Associatic

More than 26,000 me
In over 100 countries

More than 170 cha
worldwide
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CISA Certification
Background

CISA recognized world
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symbol of pr
excellence

Require fessional

educati
Provid

manag
person



organization’s infor
and business syste
controlled, monitor

Information syst
Security profes
Quality assuran
Consultants

adequately
assessed.

uditors
S

fessionals‘



CISA Certification
Current Facts

More than 30
worldwid

Indivi
exam






Why Become A CI, e

e

- Worldwide recognition as an IS audit, security
and control professional

> Demonstration to ma
commitment toward

cellence
> CISA acredential th

> CISA acredential t




CISA Certification
Requirements

- Passing score on CISA Exam

erience

- At least five years o
(substitutions avai

> Adherence to Co fessional

Ethics

> Adherence to co
education polic

professi



Summary of CISA , e

The IS audit process (10%)

Management, planning, and nization of IS (11%)

Technical infrastructure a
(13%)

nal practices

Protection of informatio

Disaster recovery and b continuity (10%)

Business application s
acquisition, implement

evelopment,
maintenance (16%)

Business process eval nd risk

management (15%)
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What is the CISM Target Market?

Individuals who man
oversee an enterpri lon
Security program.

Security manag
Security direct
Security officer
Security consu




CISM Uniqueness E

What makes CISM Unique?

e Designed for informati urity
managers exclusivel

e Criteria and exam d
practice analysis Vv
security manager

rom job
by information

Includes
agement

« Experience requir
Information secur




CISM General Rque 1:-‘:_._“;;:-:1 ,

Certified Information Security Manager
(CISM) Criteria - Pas

Submit verified evidence
years of information s
experience, with a mi
of iInformation securl
experience in three o
analysis domains. C
substitutions are all

mum of five
0144

of three years
agement work

of the job

Xperience



CISM GrandfatheriE

Certified Information Security Manager
(CISM) Grandfatherin ria

Submit verified evidence |mum of
eight years of informa urity work

experience, with a mi of five years of
Information security ement work
experience in four or of the job
analysis domains. C Xperience

substitutions are all



Summary of CISME_ g a4
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Information Security Go

Risk Management (2

Information Securit

Management (21%)
Information Securi ement (24%)

)

Response Manag
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Exam Details




Types of Questions
CISM Exam

Each exam consists of 200
guestions administered over a four-
hour period

Questions are de st
practical knowle experience

choice and
st answer

Questions are
are designed fo




Administration of th
Exam

11 languages (CISA), English only (CISM)
4 hours
More than 200 test sit

Offered in every city
ISACA chapter or al
for the exam

ere iIs an
terest in sitting

score) .

Passing mark of 75



CISA and CISM
mFee

Through 5 February 2003
ISACA Members
Non-members

After 5 February 2003
ISACA Member
Non-members

T
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Continuing Educatio'§q iremen

Certification i1s granted annually to those CISAs and
CISMs who:

annually report a minimum 0
continuing professional e

hours of
In each yeatr,;

annually pay the continui tion

maintenance fee;:

comply with the ISACA
Ethics; and

f Professional

act hours of
fixed three-ye

report a minimum of 1
continuing education f
period
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Information Sy
Control Asso
3701 Algong
Suite 1010
Rolling Me
Phone: +1
Fax: +1.8
E-mail: In
Web site:
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